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1Instant Payments Models identified by the IPFSG

PSP SCHEME-BASED

MODEL 2

Market examples:
- EPI
- Bizum
- Swish

Interoperability 
examples 
(Scheme of Schemes)
- EMPSA
- EuroPA

PSD2 only

Market examples:

- Sofort/Klarna

-Trustly

- Tink

Open banking 
scheme

Market examples:

- SPAA

- giroAPI

OPEN BANKING-BASED

MODEL 1

VARIANTS

A B

Note that the market 
examples provided are 
intended to be indicative 
and non-exhaustive.



2Model 1
Open Banking-based

It is based on the Open Banking part of PSD2 (and later) regulation. 
There is a contract between Customer (Payer) and ASPSP and between Acceptor (Payee) and PISP.

Technical aspects to consider: It may use the EPC SCT_Inst or other IP schemes.

Variants
A) PSD2 ONLY: There is no contract between PISP and ASPSP

B) OPEN BANKING SCHEME: There is a contract between PISP and ASPSP to provide additional 
non-regulated functionalities. 

 The flows are described within slides 5 to 9. 
Differences between variant A and B are related to the information exchanged between PISP and ASPSP.



3Model 2
PSP Scheme-based

The PSPs organise themselves through a Scheme, which is “a set of formal, standardised, and 
common technical and business rules, enabling the transfer of value between end users by means 
of Payment instruments. It is easily identifiable at the Point of Interaction by payers and payees, 
and in general by the rest of the payment chain participants.”  

To increase coverage, Schemes can connect to other Schemes through interoperability 
agreements (e.g. EMPSA, EuroPA, …). 
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FLOWS
Standard (One-off) Payment initiation

• General flow (based on Model 1)

• Model 1 variants A and B

• Model 2

 For other Payment Services, additional flows must be provided

 Merchant-presented 
 Consumer-presented 
 Consumer- or Merchant-presented (BLE or non-EMV-based NFC)
 NFC @ POI - EMV-technology-based 

 Merchant-presented QR-code
 Interoperability example



THALES GROUP LIMITED DISTRIBUTION - SCOPE 

Payment intermediary 
(PISP, Scheme Platform, Hub)

Customer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Providing checkout, payment details and payment options.

1. Selection of payment solution and Customer's consent for processing their payments data. (PSD2 Art 94(2) “data protection”)

2. Summary of payment details and Customer’s ASPSP identification request. 

3. Customer’s ASPSP identification and, if not retrieved in step 6, Customer identification.

4. Payment initiation trigger.

5. Consent/authorisation request for payment execution. (PSD2 Art 64 “consent and withdrawal of consent” and Art 66(2)) 

6. (Strong) Customer Authentication to provide proof of consent to the Customer’s ASPSP.

7. Confirmation of payment being accepted for execution (or not).

8. (Instant) Payment execution.

9. Credit confirmation.

10. Communication on status of payment execution (successful or failed)

11. Notification of successful payment execution.

12. Goods/services release.G
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THALES GROUP LIMITED DISTRIBUTION - SCOPE 

PISPCustomer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Acceptor presents PISP payment option(s) to start payment flow, e.g. presenting a QR-code containing a website link.

1. Start checkout flow, which entails the Customer’s explicit consent (“PSD2 Art 94(2) data protection”) for payment 
initiation e.g. by scanning a QR-code or by following the website payment flow including a link to the privacy policy.

2. Present summary of payments details and request Customer identification.

3. Customer provides the identification required for the payment initiation to the PISP website.

4. PISP initiation of payment at Customer’s ASPSP to receiving account.

5. Customer’s ASPSP requests authorisation (“PSD2 Art 64 authorisation”) 
for payment execution either from Customer directly or via the PISP.

OR

6. Customer ‘authenticates’ either via the PISP or directly with their bank as 
requested by the Customer’s ASPSP, e.g. with via SCA.

OR

7. Customer’s ASPSP to communicate success or failure of initiation to PISP, who may forward the status to the Acceptor.

8. Customer’s ASPSP to execute payment order to credit the receiving account in less than X seconds*.

9. Acceptor PSP’s ASPSP to confirm the crediting of the receiving account.

10. Customer’s ASPSP to confirm success or failure of execution in 
less than Y* seconds of completion to both Customer and PISP

11. PISP to inform Acceptor of successful payment execution

12. Acceptor to release goods and services.M
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THALES GROUP LIMITED DISTRIBUTION - SCOPE 

PISPCustomer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Acceptor displays the transaction amount and presents payment options to start payment flow.

4. PISP initiation of payment at Customer’s ASPSP to receiving account.

5. Customer’s ASPSP requests authorisation (“PSD2 Art 64 authorisation”) 
for payment execution either from Customer directly or via the PISP.

OR

6. Customer ‘authenticates’ either via the PISP or directly with their bank as 
requested by the Customer’s ASPSP, e.g. with via SCA.

OR

7. Customer’s ASPSP to communicate success or failure of initiation to PISP, who may forward the status to the Acceptor.

8. Customer’s ASPSP to execute payment order to credit the receiving account in less than X seconds*.

9. Acceptor PSP’s ASPSP to confirm the crediting of the receiving account .

10. Customer’s ASPSP to confirm success or failure of execution in 
less than Y* seconds of completion to both Customer and PISP

11. PISP to inform Acceptor of successful payment execution

12. Acceptor to release goods and services.M
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1. Customer generates or retrieves identification (e.g. QR-code or NFC tag).

2. . Customer provides identification. Presenting identification entails the Customer’s explicit consent (“PSD2 Art 94(2) data protection”) for payment initiation.

3. Sends the payment request message, including payment details (e.g. amount, 
payment reference code of the Acceptor, Customer identification).



THALES GROUP LIMITED DISTRIBUTION - SCOPE 

PISPCustomer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Customer and Acceptor establish a proximity link, e.g. BLE (facilitated by a QR-code or NFC tap containing their BLE identifier) 
or non EMV-based NFC (facilitated by PPSE).

1. Sends the payment request message, including payment details (e.g. amount, 
payment reference code of the Acceptor, 

2. Present summary of payments details to Customer’s Bank app and 
request Customer identification and SCA via the established proximity link.

3. Customer’s Bank app provides the e-signed/authorised payment request to the PISP via the established proximity link.

4. PISP initiation of payment at Customer’s ASPSP to receiving account, optionally after checking e-signature validity.

5. Customer’s ASPSP to communicate success or failure of initiation to PISP, who may forward the status to the Acceptor.

6. Customer’s ASPSP to execute payment order to credit the receiving account in less than X seconds*.

7. Acceptor PSP’s ASPSP to confirm the crediting of the receiving account .

8. Customer’s ASPSP to confirm success or failure of execution in 
less than Y* seconds of completion to both Customer and PISP

9. PISP to inform Acceptor of successful payment execution

10. Acceptor to release goods and services.M
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THALES GROUP LIMITED DISTRIBUTION - SCOPE 

PISPCustomer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Acceptor displays the transaction amount and presents payment options to start payment flow. EMV NFC selected.

1. Customer provides explicit consent (“PSD2 Art 94(2) data protection”) for payment initiation by 
tapping the mobile device or a physical card with activated EMV NFC app executing the EMV flow:

a. Customer provides the identification required for the payment initiation, e.g. PAN (tokenised IBAN).

b. Customer authorises (“PSD2 Art 64 authorisation”) the payment by generation of the Application Cryptogram.
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c. Customer ‘authenticates’ via SCA (e.g. CDCVM or Online PIN) if not exempted.

3. PISP initiates instant payment at Customer’s ASPSP .
4 a. Customer’s ASPSP validates 
Application Cryptogram and online PIN 
(SCA), extracts Customer IBAN from 
Token 

4 b. Customer’s ASPSP authorises the 
request (checking funds availability).
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2. EMV-based payment request message. 

5. Customer’s ASPSP to communicate success or failure of initiation to PISP, who may forward the status to the Acceptor.

6. Customer’s ASPSP to execute payment order to credit the receiving account in less than X seconds*.

7. Acceptor PSP’s ASPSP to confirm the crediting of the receiving account.

8. Customer’s ASPSP to confirm success or failure of execution in less than Y* seconds 
of completion to both Customer (directly and/or via the Acceptor) and PISP.

9. PISP to inform Acceptor of successful payment execution

10. Acceptor to release goods and services.
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8 a. (Optional) Customer information.



THALES GROUP LIMITED DISTRIBUTION - SCOPE 

Scheme Payment PlatformCustomer’s ASPSPCustomer
(Payer)

Acceptor PSP Acceptor 
(Merchant/Payee)

0. Acceptor presents Scheme payment option(s) to start payment flow, e.g. via one or several QR-code(s).

1. Selects the app associated to the payment brand (e.g. EPI Wero, …) of their choice and starts the payment process (e.g. by scanning the QR-
code with the app). SCA may be performed via the chosen app at this stage, if dynamic linking is not required.

2. Presents summary of payment details and requests Customer authorisation (“request to pay triggering an instant payment”). 

3. Customer authorises (“PSD2 Art 64 authorisation”) the payment by approving the request to pay. SCA to be performed at this 
stage, if dynamic linking is required, either directly with their bank or via the Scheme Payment Platform or via the Acceptor. 

4. (optional) Authorisation (ref. Volume definition)

6. Customer’s ASPSP to execute payment order to credit the receiving account in less than X seconds*.

7. Acceptor PSP’s ASPSP to confirm the crediting of the receiving account.

8. Customer’s ASPSP to confirm success or failure of execution in less than Y* of completion to both 

Customer and Acceptor PSP via the Scheme Payment Platform.

9. Acceptor PSP to inform Acceptor of 
successful payment execution

10. Acceptor to release goods and services.
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THALES GROUP LIMITED DISTRIBUTION - SCOPE 

HubScheme ACustomer
(Payer)

Scheme B Acceptor 
(Merchant/Payee)

0. Customer and Acceptor establish a link according to the existing interoperability agreements between the involved schemes,  
e.g. via a QR-code.

1. The Acceptor sends the transaction details (amount, Acceptor details, etc.) to the Scheme A, through Scheme B 
and the hub.

3. Customer authorises within Scheme A.

5. Execution of payment from Customer’s ASPSP within Scheme A to receiving 
account within Scheme B in less than X seconds*.

6. Acceptor PSP within Scheme B to confirm 
the crediting of the Acceptor account.

8. Customer’s ASPSP within Scheme A to confirm success or failure 
of execution in less than Y* of completion to the Customer.

9. Acceptor to release goods and services.
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2. The Scheme A presents the payment summary and requests authorisation.

4. Scheme A confirms authorisation to Scheme B.
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7. Scheme B to confirm the crediting of the receiving account.
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ACTORS
 Acceptor (Merchant/Payee)

 Acceptor PSP

 Customer/Consumer/Payer

 Customer’s ASPSP

 HUB

 Payment Initiation Service Provider (PISP)

 Receiving Account 

 Scheme Payment Platform



13
Acceptor (Merchant/Payee): (different from current Volume definition)
A retailer or any other entity, firm or corporation that enters into an agreement with a PISP/Acceptor’s PSP to process 
Payment Services. For the Acceptor, the Payment Service will normally result in receiving or sending funds. The 
Acceptor may also be an entity operating as a Marketplace, provided that this is the entity that enters into an 
agreement with the PISP/Acceptor’s PSP.

Acceptor PSP:
A payment service provider contracting with an Acceptor to accept and process Payment Services, which result in a 
transfer of funds to/from the Acceptor. The Acceptor PSP must be an ASPSP or have a contract with an ASPSP to receive 
or send funds, and may also play the role of the PISP. The role of the Acceptor PSP in the IP domain encompasses 
Acquirers. 

Customer/Consumer/Payer:
Economic agent (natural or legal) buying goods or services and using Payment Services.

Customer’s ASPSP:
A payment service provider contracting with the Customer to provide them with a payment instrument to initiate and 
process the Customer's Payment Services. The role of the Customer’s ASPSP in the IP domain encompasses Issuers.
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HUB
An intermediary in inter-Scheme Payment Transactions that facilitates the flow of data between different Schemes, 
such as the secure transfer of transaction data, communication of authorisation, and payment execution details. Its role 
is defined by interoperability agreements between the involved Schemes. 

Payment Initiation Service Provider (PISP): (elaborated from PSD2)
A payment service provider offering services to initiate a Payment Order at the request of the Payment Service user 
(Customer or Acceptor, Payer or Payee) with respect to a Payment Account held at another payment service provider.

Receiving Account 
An account used by a PSP or an Acceptor that is designated to receive funds from the Customer’s ASPSP for Payment 
Services. Sometimes this account is also used to transfer funds to the Customer’s ASPSP (e.g. for a refund or 
chargeback).

Scheme Payment Platform:
A processing infrastructure implementing the functionalities according to the Scheme rules allowing the Scheme 
participants (Customer/Customer’s ASPSP and Acceptor/Acceptor PSP) interaction to perform Payment Transactions. 
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QUESTIONS?



Thank You


